BCIS 1305 BUSINESS COMPUTER APPLICATIONS

Homework 8
Part I

True/False

 1.  A firewall consists of both software and/or hardware and protects a 
     computer or network from intruders. 
     a) True                              b) False

 2.  A virtual private network uses services offered by only one telephone 
     company. 
     a) True                              b) False

 3.  A switch is a device that connects multiple computers into a network 
     in which multiple communications links can be in operation simultaneously.
     a) True                              b) False

 4.  A client/server network is a network in which one computer is a client and 
     provides services to the other computers, which are called servers.
     a) True                              b) False

 5.  Bluetooth technology provides entirely wireless connections for cell phone 
     and PDA to a computer. 
     a) True                              b) False

 6.  Routers are powerful devices and those used by consumers normally include a 
     hub or switch. 
     a) True                              b) False

 7.  A broadband connection is a high-capacity telecommunications pipeline 
     capable of providing high-speed Internet service. 
     a) True                              b) False

 8.  A satellite is a type of wired communications media. 
     a) True                              b) False

 9.  Infrared is a wireless communications medium that uses light waves to 
     transmit signals or information. 
     a) True                              b) False
10.  A repeater is a device that receives a radio signal, strengthens it, and 
     sends it on. 
     a) True                              b) False

11.  A virtual private network establishes a dedicated network connection between 
     two ore more networks. 
     a) True                              b) False

12.  Bandwidth refers to the capacity, or the amount of information, that can be 
     transferred through a communications line in a given time. 
     a) True                              b) False

13.  You cannot talk on the telephone while using a DSL Internet connection. 
     a) True                              b) False

14.  WiFi is a wireless communication technology that uses red light to send and 
     receive information. 
     a) True                              b) False

15.  An Ethernet card uses a standard telephone jack to connect the computer to 
     a network. 
     a) True                              b) False

16.  A DS3 is a high-speed business network circuit and is about the same speed 
     as a T1 line. 
     a) True                              b) False

17.  In a small office, a broadband router is often used to connect several 
     computers to a DSL network. 
     a) True                              b) False

18.  A WAN covers a large geographic distance, such as a state, a country,
     or even the entire world.
     a) True                              b) False

19.  A shared network uses one central computer to send and receive messages for 
     the connected computers. 
     a) True                              b) False

20.  Computers on a switched network are more efficient than a shared network 
     because each computer only receives messages meant for them.
     a) True                              b) False

Part II
Multiple Choice

21.  What is a network interface card (NIC)? 
     a) A device that allows a computer to use radio waves to access a network
     b) A device that connects several computers together to share Internet 
        access
     c) An expansion card for a desktop or notebook computer that connects your 
        computer to a network
     d) A crossover cable that allows you to plug straight into another computer 
        or printer

22.  What is the most common type of network interface card (NIC)? 
     a) WAP
     b) Cat 5
     c) Broadband router
     d) Ethernet card

23.  Which of the following allows you to plug your computer straight into 
     another computer or printer? 
     a) Ethernet cable
     b) Router
     c) Crossover cable
     d) Hub

24.  What is the most common transmission medium for a home network? 
     a) Internet Explorer
     b) Network switch
     c) Broadband router
     d) Cat 5 cable

25.  Which of the following is not a common Internet connection at home? 
     a) DSL
     b) Cable Internet
     c) T1 and DS3
     d) DSL, cable Internet, T1 and DS3 are common for home computer needs

26.  If you wanted to connect more than one computer to your home Internet
    service, what would you need? 
     a) Hub                           b) Switch
     c) Broadband router              d) Cat 5

27.  What Windows option do you need to activate so that you can share files on
     your home network? 
     a) VPN
     b) File-sharing
     c) FTP
     d) Internet options

28.  Which network device connects computers and passes messages by repeating
     each computer's transmission only to the intended recipient? 
     a) Hub
     b) Broadband router
     c) Router
     d) Switch

29.  What does a switch enable a network to do? 
     a) Listen to each other's transmissions
     b) Repeat messages to other computers so that the messages are not lost or 
        dropped
     c) Allow computers to have different conversation at the same time
     d) Create direct links between separate networks or subnets

30.  How do computers and routers know where to find other computers and routers?
     a) VPN
     b) Router ID
     c) Network site
     d) IP address

31.  How is bandwidth measured? 
     a) Revolutions per minute (RPM)
     b) Transmissions per second (TPS)
     c) Bytes per second (BPS)
     d) Bits per second (BPS)

     Difficulty: Easy
     Learning Objective: 3
32.  Which type of high-speed Internet connection works similarly to traditional
     modems and allows you to use the telephone at the same time you're using the
     Internet? 
     a) Dial-up
     b) Satellite modem
     c) DSL
     d) Router

     Difficulty: Easy
     Learning Objective: 4
33. How does DSL work? 
     a) By sending high frequency signals that are inaudible to humans over 
        existing telephone lines
     b) By connecting computers with peripheral devices
     c) By connecting many home computer devices over one line so that each one 
        can share the Internet connection
     d) By transmitting radio signals from one computer device to the Internet 
        connection

34.  Which type of Internet connection slows down when more customers or 
     computers are using it? 
     a) Dial-up
     b) DSL
     c) Cable
     d) Dial-up, DSL, and Cable all slow up when the number of users in a 
        neighbor increases

35.  Which type of Internet connection is limited to the distance between you and 
     your phone company; generally about 3 miles? 
     a) Dial-up
     b) DSL
     c) Cable
     d) Satellite

36.  Which of the following communication mediums is a type of radio 
     transmission? 
     a) Cat 3
     b) Optical fiber
     c) Infrared
     d) Microwave

37.  What type of network security applications watches the current network 
     traffic, matching it against lists with characteristics of known attacks? 
     a) Firewall
     b) Intrusion detection system
     c) Denial-of-service
     d) Authenticity

38.  What type of security threat is it when a Web server is flooded with 
     requests from thousands of users at once and causing it to become 
     unavailable? 
     a) Firewall
     b) Intrusion detection system
     c) Denial-of-service
     d) Availability

39.  What network technology allows you to send voice calls over the Internet and 
     avoid toll charges? 
     a) Wireless access point
     b) Voice over IP
     c) Voice access point
     d) Bluetooth

40.  What term describes a network in which one or more computers are servers and 
     provide services to other computers? 
     a) Client/server network
     b) Peer-to-peer
     c) Internet
     d) Star network
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